**Чек-лист, что делать родителям, чтобы обезопасить ребенка от агрессии в Интернете.**

Безопасность детей в сети – это правильно организованный доступ в Интернет и доверительные отношения с ребенком.

* Расскажите ребенку об информационной безопасности: что есть «хорошие» страницы, а есть «опасные», что в Интернете, как и в жизни, он может наткнуться на мошенников, обманщиков, хулиганов и пр.
* Научите ребенка использовать Интернет безопасно. Расскажите о том, что можно и нельзя выкладывать в соцсети. О том, что под маской нового интернет-знакомого может скрываться человек, который хочет причинить вред. Научите ребенка фильтровать информацию и отличать правду от вымысла, а также распознавать фейковые профили и странички в соцсети. Объясните почему нельзя открывать и отвечать на анонимные письма.
* Позаботьтесь о настройках конфиденциальности аккаунта ребенка в социальных сетях. Установите антивирусную программу, а также программу «родительский контроль». Она заблокирует запрещенный контент, комментарии, вредоносные сайты и ссылки.
* Проявите интерес к тому, чем занимается ваш ребенок в интернете. Периодически проводите мониторинг подписчиков и друзей ребенка в соцсетях. Посещайте сеть вместе с ним, поощряйте его делиться опытом использования Интернета.
* Расскажите ребенку, что такое интернет-буллинг и что делать если он с ним столкнется. Обсудите личные или прочтенные истории о кибербуллинге. Спросите, как ваш ребенок может поступить в подобных ситуациях и предложите свои варианты решения.
* Научите ребенка правильно реагировать, если его кто-то обидел в сети или он столкнулся с агрессивным контентом:

- Не спеши отвечать негативом на негатив. Твои отрицательные реакции могут быть использованы против тебя. Прежде чем писать и отправить сообщение успокойся, перебори злость, обиду, гнев, а лучше посоветуйся со взрослыми.

- Всегда делай скриншоты. Так ты соберешь доказательства фактов нападений.

- Не отвечай на единичный негатив. Просто игнорируй одноразовые оскорбительные сообщения.

- Не оставляй без внимания систематические угрозы. Скопируй эти сообщения для дальнейшего обращения в правоохранительные органы.

- Блокируй обидчика. Добавь агрессора в черный список.

- Если ситуация становится для тебя непреодолимой обязательно обратись к взрослым.

* Не забудьте рассказать ребенку, что общаясь в Интернете, он должен быть дружелюбным и вежливым с другими. Нельзя использовать Сеть для хулиганства, распространения сплетен или угроз. Объясните, что любые действия ребенка в интернете могут иметь последствия как для других, так и для него самого.